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Minister for samfundssikkerhed og beredskab vurderer, at digital
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Problem

Cybercrime is
InCreasing across
the globe

$1.03 Trillion lost per year and 2 billion scam
victims globally

1in 3 Danes have fallen victim of digital fraud
and 8K lost on average per phishing victim

Banks telecoms increasingly regulated (PSD3)



ISKJ[“.[IET Solution

Combining user protection
and fraud intelligence

Detecting fraud proactively and collect anonymized real-time fraud data m

from real users’ interactons. .. e . . = 7
\=7
:ﬁ: Al & algorithm-based detection of fraud INTEfiigNCE

Proactive and real-time alerts directly in the browser on all devices

Alerts against unknown: Phishing, scams, fake webshops, competitions,
investment fraud and other fraudulent websites

19 i i intelli t the point of contact .
Collect anonymised real-time fraud intelligence at the point of contac BUSINESSES
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Real user-sided intelligence where fraudsters cannot hide
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Fraud techniques
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Digital fruad relies on the human

- & borgerdigitalportalen.com
= Social engineering also called “hacking the
- human” is a crucial part of the criminals
| O et s gt v e techniques that lures users into divulge
information. Central is influence and persuasion.
MitB System 1 is triggered through the stress of

urgency or emotional provocation, making split-

second decisions that bypass their more

Forbinder sikkert til MitlD

— analytical System 2 processes
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Al-powered fraud detection enables identifying
unknown fraud websites and alert proactively.

With an adaptive system we can evolve with the
fraudsters staying ahead.




s Products & business model
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Detection & data: Distributed and
monetized across multiple channels

The detection is free for private citizens and business protection paid.

The intelligence is distributed to different industries to disrupt fraud and threats on all levels.

v’(;;/ "% 3 Business Protection
\ The final layer of protection that catches
what others miss. Blocks targeting your
employees through websites, links, and
downloads - customized for your brand
and suppliers.

2» Real-time Cybercrime Intelligence

Multiple use cases for raw data e.g.
blocklist and actionable fraud data for
telecoms, banks and authorities.
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The final layer that
makes a difference

Your existing security tools are essential, but threats evolve faster. SKIOLDET serves as the critical final defense
layer, catching sophisticated threats at the moment of attack - right when employees interact with
phishing/malicious websites, click dangerous links, or download infected files.

Zero-Day Real-Time Proactive
Protects against unknown phishing, scam Point-of-Click Protection catches Alerts before you type in your data
and malicious websites, links and downloads threats at the moment of interaction and therefore you avoid fraud

Abonnerer du allerede pa Netflix?

Ja Kaere kunde,

Din iCloud-lagerplads er fuld.

Men sam en del af vores lovalitetsorogram
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You!

Email Imly i [m]
. el s p"s | o Bl
natasha@skjoldet.com T .
™" " "l el »

'l e o be"s" =

iy o o e ol

Website e LR, -

l
:

business.skjoldet.com




